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Question 1
Question Type: MultipleChoice

The LiveUpdate Download Schedule is set to the default on the Symantec Endpoint Protection Manager (SEPM).

How many content revisions must the SEPM keep to ensure clients that check in to the SEPM every 10 days receive delta content

packages instead of full content packages?

Options: 
A- 10

B- 30

C- 20

D- 60

Answer: 
B

Explanation: 



References:

https://support.symantec.com/en_US/article.TECH94916.html

https://support.symantec.com/en_US/article.TECH131528.html

Question 2
Question Type: MultipleChoice

Which two criteria can an administrator use to determine hosts in a host group? (Select two.)

Options: 
A- Network Adapters

B- Network Services

C- Subnet

D- Application Protocol

E- DNS Domain

https://support.symantec.com/en_US/article.TECH94916.html
https://support.symantec.com/en_US/article.TECH131528.html


Answer: 
C, E

Explanation: 
References: https://support.symantec.com/en_US/article.HOWTO81218.html

Question 3
Question Type: MultipleChoice

A company has a small number of systems in their Symantec Endpoint Protection Manager (SEPM) group with federal mandates that

AntiVirus definitions undergo a two week testing period. After being loaded on the client, the tested virus definitions must remain

unchanged on the client systems until the next set of virus definitions have completed testing. All other clients must remain operational

on the most recent definition sets. An internal LiveUpdate Server has been considered as too expensive to be a solution for this

company.

What should be modified on the SEPM to meet this mandate?

Options: 

https://support.symantec.com/en_US/article.HOWTO81218.html


A- The LiveUpdate Content policy for this group should be modified to use a specific definition revision.

B- The LiveUpdate Settings policy for this group should be modified to use an Explicit Group Update Provider.

C- The SEPM site LiveUpdate settings should be modified so the Number of content revisions to keep is set to 14.

D- The SEPM site LiveUpdate settings should be modified so the Number of content revisions to keep is set to 1.

Answer: 
A

Question 4
Question Type: MultipleChoice

A company deploys Symantec Endpoint Protection client to its sales staff who travel across the country.

Which deployment method should the company use to notify its sales staff to install the client?

Options: 
A- Unmanaged Detector



B- Client Deployment Wizard

C- Pull mode

D- Push mode

Answer: 
B

Explanation: 
References: https://support.symantec.com/en_US/article.HOWTO80787.html#v16194660

Question 5
Question Type: MultipleChoice

An administrator configures the scan duration for a scheduled scan. The scan fails to complete in the specified time period.

When will the next scheduled scan occur on the computer?

https://support.symantec.com/en_US/article.HOWTO80787.html


Options: 
A- When the computer restarts

B- At the next scheduled scan period

C- Within the next hour

D- When the user restarts the scan

Answer: 
B

Question 6
Question Type: MultipleChoice

Which two are policy types within the Symantec Endpoint Protection Manager? (Select two.)

Options: 
A- Intrusion Prevention



B- Exceptions

C- Process Control

D- Shared Insight

E- Host Protection

Answer: 
A, B

Explanation: 
References: https://support.symantec.com/en_US/article.TECH104434.html

Question 7
Question Type: MultipleChoice

What happens when the license expires in Symantec Endpoint Protection 14 Enterprise Edition?

https://support.symantec.com/en_US/article.TECH104434.html


Options: 
A- Group Update Providers (GUP) stop

B- Symantec Insight is disabled

C- Content updates continue

D- LiveUpdate stops

Answer: 
C

Question 8
Question Type: MultipleChoice

Which two criteria are used by Symantec Insight to evaluate binary executables? (Select two.)

Options: 
A- Age



B- Prevalence

C- Sensitivity

D- Confidentiality

E- Content

Answer: 
A, B

Question 9
Question Type: DragDrop

An administrator is unknowingly trying to connect to a malicious website and download a known threat within a .rar file. All Symantec

Endpoint Protection technologies are installed on the client's system.

Drag and drop the technologies to the right side of the screen in the sequence necessary to block or detect the malicious file.



Answer: 

Question 10
Question Type: MultipleChoice

An administrator is recovering from a Symantec Endpoint Manager (SEPM) site failure.

Which file should the administrator use during an install of SEPM to recover the lost environment according to Symantec Disaster

Recovery Best Practice documentation?

Options: 
A- Original installation log

B- Sylink.xml file from the SEPM

C- Settings.properties file

D- Recovery_timestamp file



Answer: 
D

Explanation: 
References: https://support.symantec.com/en_US/article.TECH160736.html

Question 11
Question Type: MultipleChoice

An administrator plans to implement a multi-site Symantec Endpoint Protection (SEP) deployment. The administrator needs to determine

whether replication is viable without having to make network firewall changes or change defaults in SEP.

Which port should the administrator verify is open on the path of communication between the two proposed sites? (Type the port

number.)

Options: 

https://support.symantec.com/en_US/article.TECH160736.html


A- 8443

Answer: 
A

Explanation: 
References: https://support.symantec.com/en_US/article.HOWTO81103.html

https://support.symantec.com/en_US/article.HOWTO81103.html
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