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Question 1
Question Type: MultipleChoice

Which Email Security.cloud scanning technology is bypassed when a domain is added to an ''Approved List''?

Options: 
A- Anti-Malware

B- Anti-Spam

C- Address Registration

D- Cynic

Answer: 
D

Question 2
Question Type: MultipleChoice



What happens when ''0 Minutes'' is selected with the Cynic Maximum Hold Time to an email?

Options: 
A- Email is delivered bypassing Cynic completely

B- Email is delivered, but Cynic will continue to scan the message until a verdict is determined

C- Email is redirected to a SECOPS administrator

D- Email is put into a quarantine until Cynic determines a verdict

Answer: 
B

Explanation: 

https://help.symantec.com/cs/EMAIL_WEB.CLOUD/EMAILSECURITYCLOUD/

v117853501_v116575109/Configuring-Cynic-settings?locale=EN_US

Question 3

https://help.symantec.com/cs/EMAIL_WEB.CLOUD/EMAILSECURITYCLOUD/


Question Type: MultipleChoice

What is the minimum configuration requirement a customer must make to enable Email Security.cloud?

Options: 
A- Install Address Registration Tool

B- Install Mail Security for Exchange

C- Create SMTP pointer

D- Change MX Record

Answer: 
D

Question 4
Question Type: MultipleChoice

Which method is unavailable to populate internal email addresses for use with Email Security.cloud Address Registration?



Options: 
A- Outbound harvesting

B- Address Synchronization Tool (Schemus)

C- Exchange Journaling

D- Manual entry

Answer: 
A

Explanation: 

https://help.symantec.com/cs/EMAIL_WEB.CLOUD/EMAILSECURITYCLOUD/ v117710566_v116575109/Automatic-outbound-address-

harvesting?locale=EN_US

Question 5
Question Type: MultipleChoice

Which scanning technology is unable to provide individual customer reporting data within Email Security.cloud?

https://help.symantec.com/cs/EMAIL_WEB.CLOUD/EMAILSECURITYCLOUD/
https://help.symantec.com/cs/EMAIL_WEB.CLOUD/EMAILSECURITYCLOUD/


Options: 
A- Image Composition Analysis

B- Data Protection

C- Cynic

D- Traffic Shaping

Answer: 
C

Explanation: 

https://us.cloud.im/legal/symantec-email-security-cloud-terms.aspx/

Question 6
Question Type: MultipleChoice

https://us.cloud.im/legal/symantec-email-security-cloud-terms.aspx/


Which Email Security.cloud scanning technology is able to be modified by a customer?

Options: 
A- Traffic Shaping

B- Anti-Spam

C- SMTP Heuristics

D- Anti-Malware

Answer: 
B

Question 7
Question Type: MultipleChoice

Which ClientNet settings allow an administrator to configure the maximum email size allowed through Email Security.cloud?



Options: 
A- Data Protection

B- Inbound Routes

C- Outbound Routes

D- Mail Platform

Answer: 
D

Explanation: 

https://knowledge.broadcom.com/external/article?legacyId=tech252363

Question 8
Question Type: MultipleChoice

A customer has purchased the Email Security.cloud solution. They would like to automatically receive SMS messages for any service

alerts for Email Security.cloud.

https://knowledge.broadcom.com/external/article?legacyId=tech252363


What is the URL required to configure this setting?

Options: 
A- https://symantec.identity.com

B- https://symantec.clientnet.com

C- https://identity.symanteccloud.com

D- https://clientnet.symanteccloud.com

Answer: 
C

Explanation: 

http://symantec884.rssing.com/chan-5173756/latest.php

Question 9
Question Type: MultipleChoice

http://symantec884.rssing.com/chan-5173756/latest.php


What is the Email Security.cloud Service Level Agreement (SLA) for Anti-Spam false positives?

Options: 
A- 0.3%

B- 0.0003%

C- 0.03%

D- 0.003%

Answer: 
B

Explanation: 

https://resemblesystems.com/wp-content/uploads/2017/10/Symantec-email-security-cloud-en.pdf

(3)

Question 10

https://resemblesystems.com/wp-content/uploads/2017/10/Symantec-email-security-cloud-en.pdf


Question Type: MultipleChoice

What are the two characteristics for an email to be considered Spam? (Choose two.)

Options: 
A- Unsolicited

B- Malicious

C- Unwanted

D- Bulk

Answer: 
A, B

Explanation: 

https://books.google.com.pk/books?id=QzndBAAAQBAJ&pg=PA469&lpg=PA469&dq=symantec

+characteristics+for+an+email+to+be+considered+Spam+unsolicited

https://books.google.com.pk/books?id=QzndBAAAQBAJ&pg=PA469&lpg=PA469&dq=symantec


+malicious&source=bl&ots=I_T3VTUt18&sig=ACfU3U2lvi_cJl3o9tiMTnm_vZUf2sj8Fg&hl=en&sa=X&ved=2ah

UKEwj34oGA1dHoAhWrBWMBHYVLB8cQ6AEwCXoECA0QJg#v=onepage&q=symantec%20characteristics

%20for%20an%20email%20to%20be%20considered%20Spam%20unsolicited%20malicious&f=false
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