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Question 1
Question Type: MultipleChoice

What is the Email Security.cloud Service Level Agreement (SLA) for Anti-Malware false positives?

Options: 
A- 0.1%

B- 0.01%

C- 0.001%

D- 0.0001%

Answer: 
D

Explanation: 

https://resemblesystems.com/wp-content/uploads/2017/10/Symantec-email-security-cloud-en.pdf

https://resemblesystems.com/wp-content/uploads/2017/10/Symantec-email-security-cloud-en.pdf


(3)

Question 2
Question Type: MultipleChoice

What is unable to be configured for the Email Security.cloud Anti-Malware Service?

Options: 
A- Whether administrators can receive malware notification alerts

B- Auto-generated summary reports

C- Whether users can receive malware notification alerts

D- The aggressiveness of the malware scanning

Answer: 
B



Question 3
Question Type: MultipleChoice

What is the default Transport Layer Security (TLS) port for encrypted email traffic?

Options: 
A- 21

B- 8080

C- 443

D- 5135

Answer: 
D

Question 4
Question Type: MultipleChoice



What does Address Registration protect against within the Email Security.cloud solution?

Options: 
A- Domain impersonation

B- Email impersonation

C- Email address spoofing attacks

D- Targeted phishing attacks

Answer: 
A

Question 5
Question Type: MultipleChoice

What will the ''Match All'' condition trigger with Data Protection?



Options: 
A- It will automatically trigger the policy action for any email

B- It will match all of the lists created within Data Protection

C- It will match different emails to corporate senders

D- It will match different emails to corporate recipients

Answer: 
A

Explanation: 

https://knowledge.broadcom.com/external/article?legacyId=howto127157

Question 6
Question Type: MultipleChoice

Which type of attack is executed by a cybercriminal posing as a senior executive of a company that targets other executives within that

same organization?

https://knowledge.broadcom.com/external/article?legacyId=howto127157


Options: 
A- Executive attack

B- Shark attack

C- Business attack

D- Whaling attack

Answer: 
D

Explanation: 

https://www.varonis.com/blog/whaling-attack/

Question 7
Question Type: MultipleChoice

https://www.varonis.com/blog/whaling-attack/


What is the default action for a Data Protection Policy Based Encryption (PBE) Template policy?

Options: 
A- Tag the header and allow the message through

B- Redirect to administrator

C- Tag the subject and allow the message through

D- Log only

Answer: 
B

Explanation: 

https://help.symantec.com/cs/email_web.cloud/EMAILENCRYPTIONCLOUD/ v117750152_v117532632/Introduction-to-Policy-Based-

Encryption-Advanced?locale=EN_US

https://help.symantec.com/cs/email_web.cloud/EMAILENCRYPTIONCLOUD/
https://help.symantec.com/cs/email_web.cloud/EMAILENCRYPTIONCLOUD/
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