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Question 1
Question Type: MultipleChoice

In a rule using ''Privileged Session Analysis and Response'' in PTA, which session options are available to configure as responses to

activities?

Options: 
A- Suspend, Terminate, None

B- Suspend, Terminate, Lock Account

C- Pause, Terminate, None

D- Suspend, Terminate

Answer: 
D

Question 2
Question Type: DragDrop



For each listed prerequisite, identify if it is mandatory or not mandatory to run the PSM Health Check.

Answer: 

Question 3
Question Type: MultipleChoice

For Digital Vault Cluster in a high availability configuration, how does the cluster determine if a node is down?

Options: 
A- The heartbeat s no longer detected on the private network.

B- The shared storage array is offline.

C- An alert is generated in the Windows Event log.

D- The Digital Vault Cluster does not detect a node failure.

Answer: 



A

Question 4
Question Type: MultipleChoice

In the Private Ark client, how do you add an LDAP group to a CyberArk group?

Options: 
A- Select Update on the CyberArk group, and then click Add > LDAP Group

B- Select Update on the LDAP Group, and then click Add > LDAP Group

C- Select Member Of on the CyberArk group, and then click Add > LDAP Group

D- Select Member Of on the LDAP group, and then click Add > LDAP Group

Answer: 
A

Question 5



Question Type: MultipleChoice

How much disk space do you need on the server for a PAReplicate?

Options: 
A- 500GB

B- 1TB

C- same as disk size on Satellite Vault

D- same as disk size on Primary Vault

Answer: 
D

Question 6
Question Type: DragDrop

Match the Status of Service on a DR Vault to what is displayed when it is operating normally in Replication mode.



Answer: 

Question 7
Question Type: MultipleChoice

You want to generate a license capacity report.

Which tool accomplishes this?

Options: 
A- Password Vault Web Access

B- PrivateArk Client

C- DiagnoseDB Report

D- RestAPI

Answer: 



B

Question 8
Question Type: MultipleChoice

The Privileged Access Management solution provides an out-of-the-box target platform to manage SSH keys, called UNIX Via SSH

Keys.

How are these keys managed?

Options: 
A- CyberArk stores Private keys in the Vault and updates Public keys on target systems.

B- CyberArk stores Public keys in the Vault and updates Private keys on target systems.

C- CyberArk does not store Public or Private keys and instead uses a reconcile account to create keys on demand.

D- CyberArk stores both Private and Public keys and can update target systems with either key.

Answer: 
A



Question 9
Question Type: DragDrop

Match the connection component to the corresponding OS/Function.

Answer: 

Question 10
Question Type: MultipleChoice

You need to recover an account localadmin02 for target server 10.0.123.73 stored in Safe Team1.

What do you need to recover and decrypt the object? (Choose three.)

Options: 
A- Recovery Private Key



B- Recover.exe

C- Vault data

D- Recovery Public Key

E- Server Key

F- Master Password

Answer: 
A, D, E
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