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Question 1
Question Type: MultipleChoice

Fill in the blank. The R80 feature ___________________ permits blocking specific IP addresses for a specified time period.

Options: 
A) Block Port Overflow

B) Local Interface Spoofing

C) Suspicious Activity Monitoring

D) Adaptive Threat Prevention

Answer: 
C

Question 2
Question Type: MultipleChoice



In the Check Point Firewall Kernel Module, each Kernel is associated with a key, which specifies the type of traffic applicable to the

chain module. For Wire Mode configuration, chain modules marked with __________________ will not apply.

Options: 
A) ffff

B) 1

C) 2

D) 3

Answer: 
B

Question 3
Question Type: MultipleChoice

: 146



To accelerate the rate of connection establishment, SecureXL groups all connection that match a particular service and whose sole

differentiating element is the source port. The type of grouping enables even the very first packets of a TCP handshake to be

accelerated. The first packets of the first connection on the same service will be forwarded to the Firewall kernel which will then create a

template of the connection. Which of the these is NOT a SecureXL template?

Options: 
A) Accept Template

B) Deny Template

C) Drop Template

D) NAT Template

Answer: 
B

Question 4
Question Type: MultipleChoice

Which command show the current connection distributd byCoreXL FW instances?



Options: 
A) Fw ctl multi state

B) Fw cti affinity --I

C) Fw cti instances --v

D) Fw cti lists

Answer: 
A

Question 5
Question Type: MultipleChoice

SecureXL non-encrypted firewall traffic throughput and encrypted VPN traffic throughput.

Options: 



A) This statement is true because SecureXL does improve all traffic

B) This statement is false because SecureXL does improve this traffic

C) This statement is false because encrypted traffic cannot be inspected

D) This statement is false because encrypted traffic cannot be inspected

Answer: 
B

Explanation: 
SecureXL improved non-encrypted firewall traffic throughput, and encrypted VPN traffic throughput, by nearly an order-of-magnitude-

particularly for small packets

flowing in long duration connections.

https://downloads.checkpoint.com/fileserver/SOURCE/direct/ID/10001/FILE/SecureXL_and_Nokia_IPSO_White_Paper_20080401.pdf

Question 6
Question Type: MultipleChoice

https://downloads.checkpoint.com/fileserver/SOURCE/direct/ID/10001/FILE/SecureXL_and_Nokia_IPSO_White_Paper_20080401.pdf


How would you deplue TE250x Check Point appliance h=just for email traffic and inline mode without a Check point Security Gateway?

Options: 
A) Install appliance TE250X on SpanPort on LAN switch in MTA mode

B) Install appliance TE250X in standalone mode and setup MTA.

C) You can utilize only Check Point Cloud Service for this scenario.

D) It is not possible, always Check point SGW is needed to forward email to SandBalt appliance.

Answer: 
C

Question 7
Question Type: MultipleChoice

Which of the following is NOT a type of Check point API available in R80?



Options: 
A) Identity Awareness Web Services

B) OPSEC SDK

C) Mobile Access

D) Management

Answer: 
C
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