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Question 1
Question Type: MultipleChoice

Please choose the path to monitor the compliance status of the Check Point R81.10 based management.

Options: 
A) Gateways & Servers --> Compliance View

B) Compliance blade not available under R81.10

C) Logs & Monitor --> New Tab --> Open compliance View

D) Security & Policies --> New Tab --> Compliance View

Answer: 
C

Question 2
Question Type: MultipleChoice



What statement best describes the Proxy ARP feature for Manual NAT in R81.10?

Options: 
A) Automatic proxy ARP configuration can be enabled

B) Translate Destination on Client Side should be configured

C) fw ctl proxy should be configured

D) local.arp file must always be configured

Answer: 
D

Question 3
Question Type: MultipleChoice

On R81.10 the IPS Blade is managed by:



Options: 
A) Threat Protection policy

B) Anti-Bot Blade

C) Threat Prevention policy

D) Layers on Firewall policy

Answer: 
C

Question 4
Question Type: MultipleChoice

What are types of Check Point APIs available currently as part of R81.10 code?

Options: 
A) Security Gateway API Management API, Threat Prevention API and Identity Awareness Web Services API



B) Management API, Threat Prevention API, Identity Awareness Web Services API and OPSEC SDK API

C) OSE API, OPSEC SDK API, Threat Extraction API and Policy Editor API

D) CPMI API, Management API, Threat Prevention API and Identity Awareness Web Services API

Answer: 
B

Question 5
Question Type: MultipleChoice

The back end database for Check Point R81 Management uses:

Options: 
A) DBMS

B) MongoDB

C) PostgreSQL

D) MySQL



Answer: 
C

Question 6
Question Type: MultipleChoice

Which of the following Central Deployment is NOT a limitation in R81.10 SmartConsole?

Options: 
A) Security Gateway Clusters in Load Sharing mode

B) Dedicated Log Server

C) Dedicated SmartEvent Server

D) Security Gateways/Clusters in ClusterXL HA new mode

Answer: 
D



Question 7
Question Type: MultipleChoice

What a valid SecureXL paths in R81.10?

Options: 
A) F2F (Slow path). Templated Path. PQX and F2V

B) F2F (Slow path). PXL, QXL and F2V

C) F2F (Slow path), Accelerated Path, PQX and F2V

D) F2F (Slow path), Accelerated Path, Medium Path and F2V

Answer: 
D

Question 8
Question Type: MultipleChoice



What are the three SecureXL Templates available in R81.10?

Options: 
A) PEP Templates. QoS Templates. VPN Templates

B) Accept Templates. Drop Templates. NAT Templates

C) Accept Templates. Drop Templates. Reject Templates

D) Accept Templates. PDP Templates. PEP Templates

Answer: 
B

Question 9
Question Type: MultipleChoice

Which two Cluster Solutions are available under R81.10?



Options: 
A) ClusterXL and NSRP

B) VRRPandHSRP

C) VRRP and IP Clustering

D) ClusterXL and VRitP

Answer: 
D

Question 10
Question Type: MultipleChoice

Which upgrade method you should use upgrading from R80.40 to R81.10 to avoid any downtime?

Options: 
A) Zero Downtime Upgrade (ZDU)



B) Connectivity Upgrade (CU)

C) Minimal Effort Upgrade (ME)

D) Multi-Version Cluster Upgrade (MVC)

Answer: 
D

Explanation: 
https://sc1.checkpoint.com/documents/R81/WebAdminGuides/EN/CP_R81_Installation_and_Upgrade_Guide/Topics-IUG/Planning-

Cluster-

Upgrade.htm?tocpath=Upgrade%20of%20Security%20Gateways%20and%20Clusters%7CUpgrading%20ClusterXL%252C%20VSX%20Cluster%252C%20or%20VRRP%20Cluster%7C_____1

Question 11
Question Type: MultipleChoice

Which Correction mechanisms are available with ClusterXL under R81.10?

https://sc1.checkpoint.com/documents/R81/WebAdminGuides/EN/CP_R81_Installation_and_Upgrade_Guide/Topics-IUG/Planning-Cluster-Upgrade.htm?tocpath=Upgrade of Security Gateways and Clusters|Upgrading ClusterXL%2C VSX Cluster%2C or VRRP Cluster|_____1
https://sc1.checkpoint.com/documents/R81/WebAdminGuides/EN/CP_R81_Installation_and_Upgrade_Guide/Topics-IUG/Planning-Cluster-Upgrade.htm?tocpath=Upgrade of Security Gateways and Clusters|Upgrading ClusterXL%2C VSX Cluster%2C or VRRP Cluster|_____1
https://sc1.checkpoint.com/documents/R81/WebAdminGuides/EN/CP_R81_Installation_and_Upgrade_Guide/Topics-IUG/Planning-Cluster-Upgrade.htm?tocpath=Upgrade of Security Gateways and Clusters|Upgrading ClusterXL%2C VSX Cluster%2C or VRRP Cluster|_____1


Options: 
A) Correction Mechanisms are only available of Maestro Hyperscale Orchestrators

B) Pre-Correction and SDF (Sticky Decision Function)

C) SDF (Sticky Decision Function) and Flush and ACK

D) Dispatcher (Early Correction) and Firewall (Late Correction)

Answer: 
C
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