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Question 1
Question Type: MultipleChoice

An engineer wants to manually deploy a CISCO Webex DX80 Video endpoint to a remote user. Which type of provisioning is configured

on the endpoint?

Options: 
A- Cisco Unified Border Element

B- Cisco Unity Connection

C- Cisco Meeting Server

D- Edge

Answer: 
D

Explanation: 
The Cisco Webex DX80 Video endpoint can be provisioned in two ways:



Automatically, using the Cisco Unified Communications Manager (CUCM) or Cisco Video Communication Server (VCS)

Manually, using the Edge provisioning mode

The Edge provisioning mode is used when the endpoint is not connected to the CUCM or VCS. In this mode, the endpoint is configured

with the necessary settings, such as the IP address, SIP/H.323 parameters, and time and date.

The Cisco Unified Border Element (Cisco UBE) is a network element that provides security and call control for IP telephony networks.

The Cisco Unity Connection is a unified messaging system that provides voicemail, email, and fax services. The Cisco Meeting Server is

a video conferencing system that provides high-quality video and audio conferencing.

Question 2
Question Type: MultipleChoice

Which actions required for a firewall configuration on a Mobile and Remote Access

through Cisco Expressway deployment?

Options: 
A- The traversal zone on Expressway-c points to Expressway-e through the peer address field on the traversal zone, which specifies the

Expressway-e server address. For dual NIC deployments, set the Expressway-e address using an FQDN that resolves the IP address of



the internal interface

B- The external firewall must allow these inbound connections to Expressway: SIP: TCP 5061; HTTPS: TCP 8443; XMPP TCP 5222;

media: UDP 36002 to 59999

C- Do not use a shared address for Expressway-e and Expressway-c, as the firewall

cannot distinguish between them. If static NAT for IP addressing on Expressway-e is used, ensure that any NAT operation on

expressway-c does not resolve the same traffic IP address. Shared NAT IS not supported

D- The internal firewall must allow these inbound and outbound connections between

expressway - c and Expressway-e :sip;HTTPS(tunneled over SSH between C and E.

TCP 2222: TCP 7001: Traversal Media: UDP 2776 to 2777(or 36000 to 36011 for large VM/appliance); XMPP:TCP 7400

Answer: 
B

Question 3
Question Type: MultipleChoice

A SIP phone has been configured in the system with MAC address 0030.96D2.D5CB. The phone retrieves the configuration file from the

Cisco UCM. Which naming format is the file that is downloaded?



Options: 
A- SIP003096D2D5CB.cnf.xml

B- SEP003096D2D5CB.cnf.xml

C- SEP003096D2D5CB.cnf

D- SIP003096D2D5CB.cnf

Answer: 
B

Question 4
Question Type: MultipleChoice

Refer to the exhibit.



An administrator configures a secure SIP trunk on Cisco UCM.



Which value is needed in the secure certificate subject or subject alternate name field to accomplish this task?

Options: 
A- The fully qualified domain name of the remote device that is configured on the SIP

trunk.

B- The common name of the Cisco UCM CallManager certificate.

C- The full qualified domain name of all Cisco UCM nodes that run the CallManager

service.

D- The common name of the remote device certificates.

Answer: 
B

Question 5
Question Type: MultipleChoice

Exhibit.



Refer the exhibit. A collaboration engineer needs to replace the original, single NTP

server that was configured during the inital install of a Cisco UCM server. What is the first

step to accomplish this task?

Options: 



A- Restart the NTP service on Cisco UCM

B- Delete the original NTP server from Cisco UCM

C- Stop the NTP service on Cisco UCM

D- Enable NTP authentication for the new NTP server on Cisco UCM

Answer: 
B

Question 6
Question Type: MultipleChoice

What are two features of Cisco Expressway that the customer gets if Expressway-C and Expressway-E are deployed?(Choose two.)

Options: 
A- highly secure freal-traversal technology to extend organizational reach.

B- additional visibility of the edge traffic in an organization.

C- complete endpoint registration and monitoring capabilities for devices that are local and remote.



D- session-based access to comprehensive collaboration for remote workers, without the need for a separate VPN client.

E- utilization and adoption metrics of all remotely connected devices.

Answer: 
A, D

Question 7
Question Type: MultipleChoice

What are two characteristics of jitter in voice and video over IP communications? (Choose two.)

Options: 
A- The packets arrive with frame errors.

B- The packets arrive at varying time intervals.

C- The packets arrive out of sequence.

D- The packets never arrive due to tail drop.

E- The packets arrive at uniform time intervals.



Answer: 
B, C
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