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Question 1
Question Type: MultipleChoice

One of the main objectives of 'Do Not Track' technology is to

Options: 
A- Opt out from the web based analytics services, advertising networks and social platforms

B- Opt out from call back services by e-commerce companies

C- Opt out from monitoring and surveillance programs of governments, intelligence and Law Enforcement Agencies

D- None of the above

Answer: 
A

Question 2
Question Type: MultipleChoice



BS 10012 is a British standard used to establish ___________.

Options: 
A- Personal information management system

B- Privacy technology architecture

C- Privacy reference architecture

D- Privacy by design framework

Answer: 
A

Question 3
Question Type: MultipleChoice

With respect to privacy monitoring and incident management process, which of the below should be a part of a standard incident

handling process?

1. Incident identification and notification



2. Investigation and remediation

3. Root cause analysis

4. User awareness training on how to report incidents

Please select the correct option:

Options: 
A- I and 2

B- 3 and 4

C- 1, 2 and3

D- All of the above

Answer: 
C

Question 4
Question Type: MultipleChoice



Which of the following activities form part of an organization's Visibility over Personal Information (VPI) initiative, according to DSCI

Privacy Framework (DPF)?

Options: 
A- 'Data processing environment' analysis of industry peers

B- 'Data processing environment' analysis of the country

C- 'Data processing environment' analysis of the organization and associated third parties

D- 'Data processing environment' analysis of the organization only

Answer: 
D

Question 5
Question Type: MultipleChoice

Which of the following could be considered as triggers for updating privacy policy?



Options: 
A- Regulatory changes

B- Privacy breach

C- Change in service provider for an established business process

D- Recruitment of more employees

Answer: 
A

Question 6
Question Type: MultipleChoice

A non-public document issued by a data controller that directs data processors to adhere to certain privacy principles while processing

personal information may be referred to as:

Options: 
A- Privacy Policy



B- Privacy Statement

C- Privacy Notice

D- Security Policy

Answer: 
C

Question 7
Question Type: MultipleChoice

As a privacy assessor, what would most likely be the first artifact you would ask for while assessing an organization which claims that it

has implemented a privacy program?

Options: 
A- Privacy risk management framework

B- Records of privacy specific training imparted to the employees handling personal information

C- Personal information management policy



D- Records of deployed privacy notices and statements

Answer: 
C

Question 8
Question Type: MultipleChoice

As part of the environment scanning to identify security risks to personal information, which of the following environments would be least

relevant for the organization?

Options: 
A- Organization's own environment

B- Service provider's environment

C- Client's environment

D- Government agencies' environment which seek lawful access to personal data



Answer: 
D

Question 9
Question Type: MultipleChoice

Which among the following organizations does not issue a privacy seal?

Options: 
A- EuroPriSe

B- BBBOnline

C- Transaction Guard

D- WebTrust

Answer: 
C



Question 10
Question Type: MultipleChoice

A country should allow its citizens to access specific information owned by the government in order to bring transparency in the

government administration processes. This is the basis for formulation of which of the following rights in India?

Options: 
A- Right to Privacy Act

B- Right to Information Act

C- Right to Freedom of Speech and Expression

D- Right to Social Security

Answer: 
B

Explanation: 
Topic 3, Privacy Technologies and Organization Ecosystem



Question 11
Question Type: MultipleChoice

A government agency collecting biometrics of citizens can deny sharing such information with Law Enforcement Agencies (LEAs) on

which of the following basis?

Options: 
A- The purpose of collecting the biometrics is different than what LEAs intent to use it for

B- The consent of data subjects has not been taken

C- Government agencies would share the biometrics with LEAs on one condition if LEA properly notify the citizens

D- None of the above, as government agencies would never deny any LEA for sharing such information for the purpose of mass

surveillance

Answer: 
A
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