
Free Questions for 700-760 by dumpssheet

Shared by Hardy on 24-05-2024

For More Free Questions and Preparation Resources

Check the Links on Last Page



Question 1
Question Type: MultipleChoice

What are two common customer obstacles? (Choose two.)

Options: 
A- Lack of solution integration

B- High turnover of IT professionals

C- Compliance regulations

D- Limited resources

E- Security system blackouts

Answer: 
A, D

Question 2
Question Type: MultipleChoice



Which two benefits of flexible purchasing does Cisco provide? (Choose two.)

Options: 
A- Simplify the datacenter

B- Meet immediate needs

C- Roll out more solutions

D- Plan for the future

E- Reduce training needs

Answer: 
B, D

Question 3
Question Type: MultipleChoice

What is used to reduce attack surfaces?



Options: 
A- Access

B- Remediation

C- Segmentation

D- Device trust

Answer: 
C

Question 4
Question Type: MultipleChoice

Which three products are in Cisco's Web & Email Security portfolio? (Choose three.)

Options: 
A- Meraki



B- ESA

C- Investigate

D- WSA

E- Umbrella

F- CES--------

Answer: 
B, D, F

Question 5
Question Type: MultipleChoice

Which three products are Cisco Visibility & Enforcement solutions? (Choose three.)

Options: 
A- Web Security

B- AnyConnect



C- TrustSec

D- Identity Services Engine (ISE)

E- Next-Generation Firewalls (NGFW)

F- Next-Generation Intrusion Prevention System (NGIPS)

G- Advanced Malware Protection (AMP) for Endpoints

Answer: 
B, C, D

Question 6
Question Type: MultipleChoice

Which component of StealthWatch uses sophisticated security analytics to accelerate threat response times?

Options: 
A- Network control

B- Investigation



C- Anomaly detection

D- Threat protection

Answer: 
B

Question 7
Question Type: MultipleChoice

Which statement embodies trust-centric security?

Options: 
A- Verify before granting access via MDM software

B- Prevent attacks via an intelligence-based policy, then detect, investigate, and remediate

C- Protect users from attacks by enabling strict security policies.

D- Verify before granting access via identity-based policies for users, devices, apps. and locations



Answer: 
D

Question 8
Question Type: MultipleChoice

Which two attack vectors are protected by Visibility and Enforcement? (Choose two.)

Options: 
A- Mobile

B- Cloud

C- Email

D- Web

E- Endpoints

Answer: 
A, E
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