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Question 1
Question Type: MultipleChoice

What are two characteristics of a null zone? (Choose two.)

Options: 
A- The null zone is configured by the super user.

B- By default, all unassigned interfaces are placed in the null zone.

C- All ingress and egress traffic on an interface in a null zone is permitted.

D- When an interface is deleted from a zone, it is assigned back to the null zone.

Answer: 
B, D

Question 2
Question Type: MultipleChoice



What is the correct order in which interface names should be identified?

Options: 
A- system slot number --> interface media type --> port number --> line card slot number

B- system slot number --> port number --> interface media type --> line card slot number

C- interface media type --> system slot number --> line card slot number --> port number

D- interface media type --> port number --> system slot number --> line card slot number

Answer: 
C

Question 3
Question Type: MultipleChoice

Which two traffic types are considered exception traffic and require some form of special handling by the PFE? (Choose two.)



Options: 
A- SSH sessions

B- ICMP reply messages

C- HTTP sessions

D- traceroute packets

Answer: 
B, D

Question 4
Question Type: MultipleChoice

Which statement is correct about packet mode processing?

Options: 
A- Packet mode enables session-based processing of incoming packets.



B- Packet mode works with NAT, VPNs, UTM, IDP, and other advanced security services.

C- Packet mode bypasses the flow module.

D- Packet mode is the basis for stateful processing.

Answer: 
C

Question 5
Question Type: MultipleChoice

Which two components are part of a security zone? (Choose two.)

Options: 
A- inet.0

B- fxp0

C- address book

D- ge-0/0/0.0



Answer: 
B, D

Question 6
Question Type: MultipleChoice

What is the order of the first path packet processing when a packet enters a device?

Options: 
A- security policies --> screens --> zones

B- screens --> security policies --> zones

C- screens --> zones --> security policies

D- security policies --> zones --> screens

Answer: 
C



Question 7
Question Type: MultipleChoice

What are two valid address books? (Choose two.)

Options: 
A- 66.129.239.128/25

B- 66.129.239.154/24

C- 66.129.239.0/24

D- 66.129.239.50/25

Answer: 
A, C

Explanation: 
Network Prefixes in Address Books



You can specify addresses as network prefixes in the prefix/length format. For example, 203.0.113.0/24 is an acceptable address book

address because it translates to a network prefix. However, 203.0.113.4/24 is not acceptable for an address book because it exceeds

the subnet length of 24 bits. Everything beyond the subnet length must be entered as 0 (zero). In special scenarios, you can enter a

hostname because it can use the full 32-bit address length.

https://www.juniper.net/documentation/us/en/software/junos/security-policies/topics/topic-map/security-address-books-sets.html

Question 8
Question Type: MultipleChoice

What is the order in which malware is detected and analyzed?

Options: 
A- antivirus scanning --> cache lookup --> dynamic analysis --> static analysis

B- cache lookup --> antivirus scanning --> static analysis --> dynamic analysis

C- antivirus scanning --> cache lookup --> static analysis --> dynamic analysis

D- cache lookup --> static analysis --> dynamic analysis --> antivirus scanning

https://www.juniper.net/documentation/us/en/software/junos/security-policies/topics/topic-map/security-address-books-sets.html


Answer: 
B

Question 9
Question Type: MultipleChoice

Which two UTM features should be used for tracking productivity and corporate user behavior? (Choose two.)

Options: 
A- the content filtering UTM feature

B- the antivirus UTM feature

C- the Web filtering UTM feature

D- the antispam UTM feature

Answer: 
A, C



Question 10
Question Type: MultipleChoice

Which two security features inspect traffic at Layer 7? (Choose two.)

Options: 
A- IPS/IDP

B- security zones

C- application firewall

D- integrated user firewall

Answer: 
A, C

Question 11
Question Type: MultipleChoice



Which two components are configured for host inbound traffic? (Choose two.)

Options: 
A- zone

B- logical interface

C- physical interface

D- routing instance

Answer: 
A, B
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