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Question 1
Question Type: MultipleChoice

Refer to the exhibit, which contains a session diagnostic output.

Which statement is true about the session diagnostic output?

Options: 



A- The session is a UDP unidirectional state.

B- The session is in TCP ESTABLISHED state.

C- The session is a bidirectional UDP connection.

D- The session is a bidirectional TCP connection.

Answer: 
C

Explanation: 
https://kb.fortinet.com/kb/viewContent.do?externalId=FD30042

Question 2
Question Type: MultipleChoice

Why does FortiGate keep TCP sessions in the session table for some seconds even after both sides

(client and server) have terminated the session?

https://kb.fortinet.com/kb/viewContent.do?externalId=FD30042


Options: 
A- To remove the NAT operation.

B- To generate logs

C- To finish any inspection operations.

D- To allow for out-of-order packets that could arrive after the FIN/ACK packets.

Answer: 
D

Question 3
Question Type: MultipleChoice

What is the limitation of using a URL list and application control on the same firewall policy, in NGFW policy-based mode?

Options: 
A- It limits the scanning of application traffic to the DNS protocol only.



B- It limits the scanning of application traffic to use parent signatures only.

C- It limits the scanning of application traffic to the browser-based technology category only.

D- It limits the scanning of application traffic to the application category only.

Answer: 
C

Explanation: 
FortiGate Security 7.2 Study Guide (p.317): 'You can configure the URL Category within the same security policy; however, adding a

URL filter causes application control to scan applications in only the browser-based technology category, for example, Facebook

Messenger on the Facebook website.'

Question 4
Question Type: MultipleChoice

Which two actions can you perform only from the root FortiGate in a Security Fabric? (Choose two.)



Options: 
A- Shut down/reboot a downstream FortiGate device.

B- Disable FortiAnalyzer logging for a downstream FortiGate device.

C- Log in to a downstream FortiSwitch device.

D- Ban or unban compromised hosts.

Answer: 
A, B

Question 5
Question Type: MultipleChoice

Examine the exhibit, which contains a virtual IP and firewall policy configuration.







The WAN (port1) interface has the IP address 10.200. 1. 1/24. The LAN (port2) interface has the IP address 10.0. 1.254/24.

The first firewall policy has NAT enabled on the outgoing interface address. The second firewall policy is configured with a VIP as the

destination address. Which IP address will be used to source NAT the Internet traffic coming from a workstation with the IP address

10.0. 1. 10/24?

Options: 
A- 10.200. 1. 10

B- Any available IP address in the WAN (port1) subnet 10.200. 1.0/24

C- 10.200. 1. 1

D- 10.0. 1.254

Answer: 
A

Explanation: 
https://help.fortinet.com/fos50hlp/54/Content/FortiOS/fortigate-firewall-52/Firewall%20Objects/Virtual%20IPs.



Question 6
Question Type: MultipleChoice

View the exhibit.

Which of the following statements are correct? (Choose two.)

Options: 



A- This setup requires at least two firewall policies with the action set to IPsec.

B- Dead peer detection must be disabled to support this type of IPsec setup.

C- The TunnelB route is the primary route for reaching the remote site. The TunnelA route is used only if the TunnelB VPN is down.

D- This is a redundant IPsec setup.

Answer: 
C, D

Explanation: 
https://docs.fortinet.com/document/fortigate/6.2.4/cookbook/632796/ospf-with-ipsec-vpn-for-network-redundancy

Question 7
Question Type: MultipleChoice

To complete the final step of a Security Fabric configuration, an administrator must authorize all the devices on

which device?

https://docs.fortinet.com/document/fortigate/6.2.4/cookbook/632796/ospf-with-ipsec-vpn-for-network-redundancy


Options: 
A- FortiManager

B- Root FortiGate

C- FortiAnalyzer

D- Downstream FortiGate

Answer: 
B

Question 8
Question Type: MultipleChoice

Refer to the exhibit.



Based on the raw log, which two statements are correct? (Choose two.)

Options: 
A- Traffic is blocked because Action is set to DENY in the firewall policy.

B- Traffic belongs to the root VDOM.

C- This is a security log.

D- Log severity is set to error on FortiGate.

Answer: 
B, C

Question 9



Question Type: MultipleChoice

FortiGate is configured as a policy-based next-generation firewall (NGFW) and is applying web filtering and application control directly

on the security policy. Which two other security profiles can you apply to the security policy? (Choose two.)

Options: 
A- Antivirus scanning

B- File filter

C- DNS filter

D- Intrusion prevention

Answer: 
A, D

Question 10
Question Type: MultipleChoice

Consider the topology:



Application on a Windows machine FGT--> Telnet to Linux server.

An administrator is investigating a problem where an application establishes a Telnet session to a Linux server over the SSL VPN

through FortiGate and the idle session times out after about 90 minutes. The administrator would like to increase or disable this timeout.

The administrator has already verified that the issue is not caused by the application or Linux server. This issue does not happen when

the application establishes a Telnet connection to the Linux server directly on the LAN.

What two changes can the administrator make to resolve the issue without affecting services running through FortiGate? (Choose two.)

Options: 
A- Set the maximum session TTL value for the TELNET service object.

B- Set the session TTL on the SSLVPN policy to maximum, so the idle session timeout will not happen after 90 minutes.

C- Create a new service object for TELNET and set the maximum session TTL.

D- Create a new firewall policy and place it above the existing SSLVPN policy for the SSL VPN traffic, and set the new TELNET service

object in the policy.

Answer: 
C, D
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