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Question 1

Question Type: MultipleChoice

You have an Azure Virtual Desktop deployment that contains a session host named Host1.
You need to configure Windows Defender Firewall to allow inbound network traffic for RDP Shortpath on Host1.

Which program in the C:\Windows\System32 folder should you specify in the inbound firewall rule?

Options:

A- Rdpshell.exe
B- Svchost.exe
C- Raserver.exe

D- Mstsc.exe

Answer:

Explanation:




New-NetFirewallRule -DisplayName 'Remote Desktop - RDP Shortpath (UDP-In)' -Action Allow -Description 'Inbound rule for the
Remote Desktop service to allow RDP Shortpath traffic. [UDP 3390]' -Group '@FirewallAPI.dll,-28752' -Name 'RemoteDesktop-
UserMode-In-RDPShortpath-UDP' -PolicyStore PersistentStore -Profile Domain, Private -Service TermService -Protocol UDP -LocalPort
3390 -Program '%SystemRoot%\system32\svchost.exe' -Enabled:True https://learn.microsoft.com/en-us/azure/virtual-desktop/configure-
rdp-shortpath?tabs=managed-networks

Question 2

Question Type: MultipleChoice

You have an Azure Virtual Desktop personal host pool named Pooll that contains 20 Azure AD-joined session hosts.

You need to ensure that only approved virtual machine extensions are installed on the Pool 1 session hosts. The solution must minimize
administrative effort.

What should you use?

Options:

A- Azure Resource Manager (ARM) templates

B- Azure Policy


https://learn.microsoft.com/en-us/azure/virtual-desktop/configure-rdp-shortpath?tabs=managed-networks
https://learn.microsoft.com/en-us/azure/virtual-desktop/configure-rdp-shortpath?tabs=managed-networks
https://learn.microsoft.com/en-us/azure/virtual-desktop/configure-rdp-shortpath?tabs=managed-networks
https://learn.microsoft.com/en-us/azure/virtual-desktop/configure-rdp-shortpath?tabs=managed-networks
https://learn.microsoft.com/en-us/azure/virtual-desktop/configure-rdp-shortpath?tabs=managed-networks

C- Windows Admin Center

D- Group Policy

Answer:

B

Question 3

Question Type: MultipleChoice

You have an Azure Virtual Desktop pooled host pool named HostPooll.
You need to dynamically allocate resources to HostPooll based on the number of sessions for each host.

What should you create?

Options:

A- a load balancer rule

B- a scaling plan



C- a virtual machine scale set

D- an availability set

Answer:

B

Question 4

Question Type: Hotspot

You have an Azure Virtual Desktop deployment that contains the resources shown in the following table.

| €acn nas an operatng system disk and a data disk

Name Location Description
Name Type Location ‘stores FSLogix profile
Recoveryl Recovery Services vault West US
Recovery? Recovery Services vault Central US ntaining session hosts that use
Backup1 Azure Backup vault West US s stored in Profiles1
Backup?2 Azure Backup vault Central US ontaining session hosts that

ata disks in
ypriate options in



Answer Area

FSLogix profile containers: v
Answer: Backupl only

Recoveryl only

Backupl and Backup2 only
Backupl and Recoveryl only
Recoveryl and Recovery2 only

Qu eStI on 5 Backupl, Backup2, Recoveryl and Recovery2

Question Type: Hotsat? disks: -

Backupl only

Recoveryl only

Backupl and Backup?2 only
Backupl and Recoveryl only
Recoveryl and Recovery2 only

You have an Azure Virtual DFﬁKéQﬁblﬂ_@cm’ RaspagHosieallethat must support 60 sessions.

The session hosts for HostPooll are configured as shown in the following exhibit.
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Question 6

Question Type: MultipleChoice

You have an Azure Virtual Desktop deployment.
You plan to create a new host pool named Pooll that will contain five Windows 11 session hosts.
You need to enable secure boot and vTPM on the session hosts.

How should you configure the Virtual Machines settings?

Options:

A- Enable encryption at rest and a platform-managed key.
B- Set Security type to Trusted launch virtual machines.
C- Enable a system-assigned managed identity.

D- Set Network security group to Advanced.

Answer:




Question 7

Question Type: MultipleChoice

You have the devices shown in the following table.

Name Operating system
Devicel Windows 10
Device2 Windows 8.1 Professional
Device3 Windows 10 loT Enterprise

You plan to deploy Azure Virtual Desktop for client access to remote virtualized apps.

Which devices support the Remote Desktop client?

Options:

A- Devicel only
B- Devicel and Device2 only

C- Devicel and Device3 only



D- Devicel, Device2, and Device3

Answer:
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