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Question 1
Question Type: MultipleChoice

Your network contains an on-premises Active Directory domain named contoso.com. The domain contains the users shown in the

following table.

Image not found or type unknown

The domain syncs to an Azure AD tenant named contoso.com as shown in the exhibit. (Click the Exhibit tab.)

Image not found or type unknown

User2 fails to authenticate to Azure AD when signing in as user2@fabrikam.com.

You need to ensure that User2 can access the resources in Azure AD.

Solution: From the Microsoft Entra admin center, you add fabrikam.com as a custom domain. You instruct User2 to sign in as

user2@fabrikam.com.

Does this meet the goal?



Options: 
A) Yes

B) No

Answer: 
A

Explanation: 
The on-premises Active Directory domain is named contoso.com. To enable users to sign on using a different UPN (different domain),

you need to add the domain to Microsoft 365 as a custom domain.

Question 2
Question Type: MultipleChoice

Your network contains an Active Directory domain.

You deploy an Azure AD tenant.



Another administrator configures the domain to synchronize to Azure AD.

You discover that 10 user accounts in an organizational unit (OU) are NOT synchronized to Azure AD. All the other user accounts

synchronized successfully.

You review Azure AD Connect Health and discover that all the user account synchronizations completed successfully.

You need to ensure that the 10 user accounts are synchronized to Azure AD.

Solution: From the Synchronization Rules Editor, you create a new outbound synchronization rule.

Does this meet the goal?

Options: 
A) Yes

B) No

Answer: 
B

Explanation: 



The question states that ''all the user account synchronizations completed successfully''. Therefore, the synchronization rule is

configured correctly. It is likely that the 10 user accounts are being excluded from the synchronization cycle by a filtering rule.

https://docs.microsoft.com/en-us/azure/active-directory/hybrid/how-to-connect-sync-configure-filtering

Question 3
Question Type: MultipleChoice

Your network contains an Active Directory domain.

You deploy an Azure AD tenant.

Another administrator configures the domain to synchronize to Azure AD.

You discover that 10 user accounts in an organizational unit (OU) are NOT synchronized to Azure AD. All the other user accounts

synchronized successfully.

You review Azure AD Connect Health and discover that all the user account synchronizations completed successfully.

You need to ensure that the 10 user accounts are synchronized to Azure AD.

Solution: From Azure AD Connect, you modify the Azure AD credentials.

Does this meet the goal?

https://docs.microsoft.com/en-us/azure/active-directory/hybrid/how-to-connect-sync-configure-filtering


Options: 
A) Yes

B) No

Answer: 
B

Explanation: 
The question states that ''all the user account synchronizations completed successfully''. Therefore, the Azure AD credentials are

configured correctly in Azure AD Connect. It is likely that the 10 user accounts are being excluded from the synchronization cycle by a

filtering rule.

https://docs.microsoft.com/en-us/azure/active-directory/hybrid/how-to-connect-sync-configure-filtering

Question 4
Question Type: DragDrop

https://docs.microsoft.com/en-us/azure/active-directory/hybrid/how-to-connect-sync-configure-filtering


You have a Microsoft 365 E5 subscription that contains two groups named Group1 and Group2.

You need to ensure that each group can perform the tasks shown in the following table.

The solution must use the principle of least privilege.

Which role should you assign to each group? To answer, drag the appropriate roles to the correct groups. Each role may be used once,

more than once, or not at all. You may need to drag the split bar between panes or scroll to view content.

NOTE: Each correct selection is worth one point.
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Box 1: Billing admin

manage service request

Purchase new services

Etc.

Assign the Billing admin role to users who make purchases, manage subscriptions and service requests, and monitor service health.

Box 2: User admin

User admin
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Assign the User admin role to users who need to do the following for all users:

- Add users and groups

- Assign licenses

- Manage most users properties

- Create and manage user views

- Update password expiration policies

- Manage service requests

- Monitor service health

Answer: 

Explanation: 

https://learn.microsoft.com/en-us/microsoft-365/admin/add-users/about-admin-roles

https://learn.microsoft.com/en-us/microsoft-365/admin/add-users/about-admin-roles


Question 5
Question Type: MultipleChoice

Your network contains an on-premises Active Directory domain named contoso.com. The domain contains the users shown in the

following table.

Image not found or type unknown

The domain syncs to an Azure AD tenant named contoso.com as shown in the exhibit. (Click the Exhibit tab.)

Image not found or type unknown

User2 fails to authenticate to Azure AD when signing in as user2@fabrikam.com.

You need to ensure that User2 can access the resources in Azure AD.

Solution: From the on-premises Active Directory domain, you assign User2 the Allow logon locally user right. You instruct User2 to sign

in as user2@fabrikam.com.

Does this meet the goal?



Options: 
A) Yes

B) No

Answer: 
B

Explanation: 
This is not a permissions issue.

The on-premises Active Directory domain is named contoso.com. To enable users to sign on using a different UPN (different domain),

you need to add the domain to Microsoft 365 as a custom domain.

Question 6
Question Type: MultipleChoice

You have a Microsoft 365 E5 subscription.



You create an account for a new security administrator named SecAdmin1.

You need to ensure that SecAdmin1 can manage Microsoft Defender for Office 365 settings and policies for Microsoft Teams,

SharePoint, and OneDrive.

Solution: From the Microsoft Entra admin center, you assign SecAdmin1 the Security Administrator role.

Does this meet the goal?

Options: 
A) Yes

B) No

Answer: 
A

Explanation: 
You need to assign the Security Administrator role.

https://docs.microsoft.com/en-us/microsoft-365/security/office-365-security/office-365-atp

https://docs.microsoft.com/en-us/microsoft-365/security/office-365-security/office-365-atp
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