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Question 1

Question Type: Hotspot

You have a Microsoft Entra tenant that contains the groups shown in the following exhibit.

A% Newgroup + Downloadgroups () Refresh [ Columns & Got feedback? 1t based on the information presented in the graphic.
earch W Add filter
Answer Area
You can add a Microsoft Entra cloud user 1o [answer choice] ot
Group1 only
Answer: EITP.I piis GroupiofiMI oy
Greupt-Greupd and-Group3-enly

Group1, Group3, and Groupd only
Group1, Group2, Group3, Group4, and Group5

QU eStI on 2 You can add Group5 to [answer choice]. | w]

Group1 only
Question Type: Hotspot Group3 only

Group1 and Group3 only
Group1, Group3, and Groupd only
You have a Microsoft 365 subscription that uses a domain name of adatunt:eom. Group2, Group?, and Group4

In Microsoft Entra ID. you set Guest invite restrictions to Only users assigned to specific admin roles can invite guest users.



A user named used@adatum.corn reports that they can no longer invite external users from a domain namedcontoso.com to collaborate
in Microsoft Teams.

You need to modify the Microsoft Entra ID configuration to meet the following requirements:

* Ensure that Userl can invite the contoso.com users to Teams

* Ensure that only the contoso.com users can be invited as guests to the Microsoft Entra tenant.
* Follow the principle of least privilege

What should you do for each requirement’ To answer, select the appropriate options in the answer area.

Answer Area
Ensure that User1 can imite the contoso.com users to Teams: udl
Assign the Guest Inviter m’"; to User1.
Answer: Assign the User Administrator role to User1,
Assign the Teams Administrator role to UserT.
Add User1 as a aroun owner to each team in Teams.

Ensure that only the contoso.com users can be invited as guests to

ues tl on 3 the Microsoft Entra tenant: s v |
Q From the Cross-tenant acce-s';’seﬂinqs. edit the Dutbound access settings.

_ From the External collaboration settings, edit the Collaboration restrictions settings.
Question Type: Hotspot From the External collaboration settings, edit the Guest user access restrictions settings.

Your company has a Microsoft Entra tenant that contains the users shown in the following table.



Name Role ed Adminl. Adminl will be used to manage administrative accounts. External collaboration

User Privileged Role Administrator
User? User Administrator
User3 Security Administrator

orm the following administrative tasks:

Userd | Billing Administrator

Answer Area
Create guest user accounts: | v |
Userd only
Answer: User2 only
User3 only
User2 and User3 only
User, User2, and User3 only
QU estion 4 Add User3 to Admin1: | v |
User2 on‘iff
Question Type: Hotspot User3 only
Userd only

. o : User2 and User3 only
You have a Microsoft 365 subscription that contains the users shown méhrmgggpmggmh,

User1, User2, User3, and Userd

fae Department Job title ned AU1 and configure the following AU1 dynamic membership rule.
User1 ITengineerdng | Technician 1ments shown in the following table.
N EF . T man ?IEWU\"E

Name Role .

Admini AUT\User Administrator

Admin2 Glabal Administrator




Answer Area

Statements Yes No
Admin1 can reset the password of User1, C
Answer:
Admin can reset the password of User2. L
. Admin2 can reset the password of User3.
Question 5

Question Type: Hotspot

You have a Microsoft 365 subscription.

From Microsoft Entra Privileged Identity Management (PIM), you configure Role settings for the Global Administrator role as shown in
the following exhibit.



the Global Administrator role.

@ Global Admlnlstratnr | Role settings

tged identity Management | Microsoft bntra rofes completes each statement based on the information presented in the
Answer Area
To use the Global Administrator role, admin1@contoso.com ol
must provide [answer choice]. | Azure Multi-Factor Authentication (MFA) and requires admin approval
Answer: justification and Azure Multi-Factor Authentication (MFA)

ticket information and justification
ticket information and requires admin approval

Qu eSt]f(DﬂF ;6ew user ehgnhle for the Global Administrator rl:1|f' l ¥ ]

a Pt = leZemmna's o’

| Azure Multi-F These are the selections for the staternent To make a new user eligible for the Global Administrator ¢

Question Type: Hotspot

administrator must configure [answer choice],

AEUTE MNP o i imits yiraseoy v uaosinessinin s
justification and ticket information |

You have a Microsoft 365 E5 subscription.
Expire eligible assignments after 15 day(s)

You create a Conditional Access policy named Policyl and assign Policyl to all users.
Allow permanent active assignment Yes

Yougneed.to.configure. Policyl to enforce multi factor authentication (MFA) if the user risk level is high.

Whithitwio'setting's 'shioutd'yotreonfigtire in Policyl? To answer, select the appropriate settings in the answer area.

Require justification on acxl ve assignment Ph
NOTE: Each correct selection is worth one pomt



Answer Area

New
Conditional Access pakcy
Answer:
Control access based on Conditional Access
policy to bring signals together. to make
decisions. and enforce organizational policies.
- Learn more

Question 7
Name *

Question Type: Hotspot [ pobert 2 Il

You have a Microsoft 365 E5 subscription that égntains'the users shown in the following table.

“sers (D . .
Nana Marnber of Multi-Factor Auth Status | Fation policy that has the following settings:
|
Userl | Groupl Disabled fra.
User2 | Groupl, Group2 | Enabled -
Userd | Group? Disabled -
* Include: Groupl All cloud apps
* Exclude: Group2 [Conditions

U conditions selected

* Controls: Requite Microsoft Entra ID multifactor-authentication registration

* Policy enforcement: Enabled Access controls

o . [Gramt () .
You create a conditional access policy that has the following settings:

U controls selected

* Name: Policyl . 1

Session (i

0 controls selected




* Assignments:

* Include: Groupl

* Exclude; Groupl

* Grant: Require multifactor authentication

* Enable policy. On

For each of the following statements, select Yes if the statement is true. Otherwise, select No.

NOTE: Each coned selection is one point.

Answer Area
Statements Yes No
User1 will be required to register for MFA on the next €
Answer: sign-in.
User2 will be required to register for MFA en the next
sign-in.
. User3 will be required to register for MFA on the next
Question 8 sign-in.

Question Type: Hotspot

You have a Microsoft 365 E5 subscription.

You need to configure Privileged Identity Management (PIM) for the User Administrator role in Microsoft Entr



a. Eligible users must meet the following requirements:

* Always be able to request the User Administrator role.

* Must provide a reason when requesting the User Administrator role

* Must require multi-factor authentication (MFA} when activating the User Administrator role

The solution must minimize administrative effort.

Answer Area
Always be able to request the User Administrator role: [ i
|Select Require approval to activate.
Answer: |Set Allow permanent active assignment to Yes,
| Set Allow permanent eligible assignment to Yes.
Must provide a reason when requesting the User =
Administrator role: [ : 'J

Q ues t | on 9 | Select Require justification on activation,

| Selact quuirp ticket information on activation

Question Type: Hotspot |Set Require justification on active assignment to Yes.
uesti ype: .

Must require MFA when activating the User

Administrator role:

You have a Microsoft 365 E5 subscription. ' Set On activation require to Azure MFA.

| Set On activation require to Microsoft Entra Conditional Access authentication context

You need to configure threat protection tor Microsoft 36249, meel he.fellawing ieaHirementSiive assignment to Yes.

* Limit a user named User 1 from sending more than 30 email messages per day.

* Prevent the delivery of a specific file based on the file hash.




Which two threat policies should you configure in Microsoft Defender for Office 365? To answer, select the appropriate threat policies in
the answer area.

NOTE: Each correct selection is worth one point.



Answer Area

Policies
C) Anti-phishing Protect users from phishing attacks, and configure safety tips on suspicious messages.
] Anti-spam Protect your organization's email from spam. including what actions to take if spam is detected
{4  Anti-malware Brotect your erganization's email from matware, including what actions to take and who 1o notify if malware is detected
I Safe Attachments Protect your orgamization from malicious content in email attachments and files in SharePoint, CneDrive, and Teams
! @ Safe Links Protect your users from opening and sharing malicious links in email messages and Office apps
Rules
‘ @ Tenant Allow/Block Lists Manage allow or black entnes for your organization.
:[ Q Email authentication settings Settings for Authenticated Recened Chain (ARC) and DEIM n your organization.
![ Q DKIM Add DomainKeys identfied Mail (DKIM) signatures 10 your domaing s0 recipsents know that emaid messages actually came from your users
[TH Advanced delivery Manage overndes for special system use cases.
i T‘; Enhanced filtering Configure Exchange Online Protection (EOP) scanning to work comectly when your domain's MX record doesnt route email to EOP first
L
i _[3 Quarantine policies Apply custom rules to quarantined messages by using default quarantine policies or creating your own




Answer:




To Get Premium Files for MS-102 Visit

https.//www.p2pexams.com/pr oducts/ms-102 200‘

For More Free Questions Visit
https.//www.p2pexams.com/micr osoft/pdf/ms-102 nlscn“"T



https://www.p2pexams.com/products/MS-102
https://www.p2pexams.com/microsoft/pdf/ms-102

