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Question 1
Question Type: MultipleChoice

Which three methods used to map users to IP addresses are supported in Palo Alto Networks firewalls? (Choose three.)

Options: 
A- Client Probing

B- TACACS

C- eDirectory monitoring

D- SNMP server

E- Lotus Domino

F- RADIUS

G- Active Directory monitoring

Answer: 
A, B, F

Explanation: 



https://www.paloaltonetworks.com/documentation/80/pan-os/pan-os/user-id/user-id-concepts/user-mapping

Question 2
Question Type: MultipleChoice

XYZ Corporation has a legacy environment with asymmetric routing. The customer understands that Palo Alto Networks firewalls can

support asymmetric routing with redundancy.

Which two features must be enabled to meet the customer's requirements? (Choose two.)

Options: 
A- Virtual systems

B- HA active/active

C- Policy-based forwarding

D- HA active/passive

Answer: 

https://www.paloaltonetworks.com/documentation/80/pan-os/pan-os/user-id/user-id-concepts/user-mapping


B, C

Explanation: 
https://www.paloaltonetworks.com/documentation/71/pan-os/pan-os/high-availability/route-based-redundancy

Question 3
Question Type: MultipleChoice

Which license is required to receive weekly dynamic updates to the correlation objects on the firewall and Panorama?

Options: 
A- WildFire on the firewall, and AutoFocus on Panorama

B- URL Filtering on the firewall, and MindMeld on Panorama

C- Threat Prevention on the firewall, and Support on Panorama

D- GlobalProtect on the firewall, and Threat Prevention on Panorama

https://www.paloaltonetworks.com/documentation/71/pan-os/pan-os/high-availability/route-based-redundancy


Answer: 
C

Question 4
Question Type: MultipleChoice

Which three application options can be selected in the security policy rule? (Choose three.)

Options: 
A- Application Group

B- Individual Application

C- Application Risk

D- Application Filter

E- Application Category

Answer: 
A, B, D



Question 5
Question Type: MultipleChoice

What are two benefits of using Panorama for a customer who is deploying virtual firewalls to secure data center traffic? (Choose two.)

Options: 
A- It can monitor the virtual firewalls' physical hosts and Vmotion them as necessary.

B- It can bootstrap the virtual firewall for dynamic deployment scenarios

C- It can manage the virtual firewalls' resource use, allowing for VM resource over-subscription.

D- It can provide the Automated Correlation Engine functionality, which the virtual firewalls do not support

Answer: 
B, D

Question 6
Question Type: MultipleChoice



A customer is concerned about malicious activity occurring directly on their endpoints and not visible to their firewalls.

Which three actions does Traps execute during a security event beyond ensuring the prevention of this activity? (Choose three.)

Options: 
A- Informs WildFire and sends up a signature to the Cloud

B- Collects forensic information about the event

C- Communicates the status of the endpoint to the ESM

D- Notifies the user about the event

E- Remediates the event by deleting the malicious file

Answer: 
B, C, D

Explanation: 
https://investors.paloaltonetworks.com/node/11156/html

https://investors.paloaltonetworks.com/node/11156/html


Question 7
Question Type: MultipleChoice

Which three items contain information about Command and Control (C&C) hosts? (Choose three.)

Options: 
A- Threat logs

B- Data filtering logs

C- Botnet reports

D- SaaS reports

E- WildFire analysts reports

Answer: 
B, C, E
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