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Question 1
Question Type: MultipleChoice

Refer to the exhibit.





An administrator has created a firewall address object, Local, which is used in the Remote-FortiGate policy package.

When the installation operation is performed, which IP/Netmask will be installed on Remote-FortiGate, for the Local firewall address

object?

Options: 
A- 192.168.5.0/24

B- Remote-FortiGate will automatically choose an IP/netmask based on its network interface settings.

C- 10.0.2.0/24

D- It will create the Local and Remote-Local firewall address objects on Remote-FortiGate with 192.168.5.0/24 and 10.0.2.0/24 values.

Answer: 
C

Question 2
Question Type: MultipleChoice

What does a policy package status of Never Installed indicate?



Options: 
A- The policy configuration has been changed on a managed device and changes have not yet been imported into FortiManager.

B- FortiManager is unable to determine the policy package status.

C- The policy configuration has been changed on FortiManager and changes have not yet been installed on the managed device.

D- The policy package was never imported after a device was registered on FortiManager

Answer: 
D

Explanation: 
Never Installed: There is no policy package for this unit. Either policies and objects have not been imported yet or no policy package has

been assigned for this unit. https://community.fortinet.com/t5/FortiManager/Technical-Tip-FortiManager-policy-package-installation-

and/ta-p/195923
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Question Type: MultipleChoice
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Refer to the exhibit.

Given the configuration shown in the exhibit, what are two results from this configuration? (Choose two.)

Options: 
A- Two or more administrators can make configuration changes at the same time, in the same ADOM.

B- The same administrator can lock more than one ADOM at the same time. Most Voted

C- Concurrent read-write access to an ADOM is disabled. Most Voted

D- You can validate administrator login attempts through external servers.

Answer: 
B, C



Question 4
Question Type: MultipleChoice

Exhibit.

Which two statements about the output are true'' (Choose two.)

Options: 
A- Configuration changes have been installed on FortiGate. which means the FortiGate configuration has been changed

B- The latest revision history for the managed FortiGate does match the FortiGate running configuration

C- Configuration changes directly made on FortiGate have been automatically updated to the device-level database

D- The latest revision history for the managed FortiGate does not match the device-level database



Answer: 
B, D

Explanation: 
'conf: in sync' means FortiGate configuration is in sync with the latest running revision history. 'db: modified' and 'cond: pending' means

that changes have been made to the device-level settings and need to be installed.

The example on this slide shows that the FortiGate configuration is in sync with the latest running revision history. However, changes

have been made to the device-level settings. That is why the CLI output is showing db:modified and the cond is showing as pending.

After you install the changes on FortiGate, it will show db: not modified and cond:OK. db:modified = Config changes made on FMG

cond:in sync = Latest revision history in sync with FGT running-config cond:pending = Config changes needed to be installed Reference

[Page 160] - https://ebin.pub/fortinet-fortimanager-study-guide-for-fortimanager-72.html

Question 5
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An administrator logs in to the FortiManager GUI and sees the panes shown in the exhibit.

Which two reasons can explain why the FortiAnalyzer feature panes do not appear? (Choose two.)

Options: 
A- The administrator profile does not have full access privileges like the Super_User profile

B- The administrator workflow is enabled on the ADOM.

C- FortiAnalyzer features are not enabled on FortiManager

D- The admin session requires approval before administrator can see the FortiAnalyzer feature panes.



Answer: 
A, C

Question 6
Question Type: MultipleChoice

An administrator would like to create an SD-WAN using central management. What steps does the

administrator need to perform to create an SD-WAN using central management?

Options: 
A- First create an SD-WAN firewall policy, add member interfaces to the SD-WAN template and create a static route

B- You must specify a gateway address when you create a default static route

C- Remove all the interface references such as routes or policies

D- Enable SD-WAN central management in the ADOM, add member interfaces, create a static route and SDWAN firewall policies.

Answer: 
D
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