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Question 1
Question Type: MultipleChoice

Which type of message will a user's browser send to the Identity Provider when executing a Service Provider initiated federated SSO

workflow?

Options: 
A- OAuthRequest

B- SAMLpRequest

C- AuthzRequest

D- AuthnRequest

Answer: 
D

Question 2
Question Type: MultipleChoice



Workspace ONE Access has been implemented in the environment, and User and Kerberos authentication services are now being

configured.

Which component is required to enable these services?

Options: 
A- Workspace ONE Content Gateway

B- Workspace ONE Access Connector

C- Workspace ONE UEM Cloud Connector

D- Workspace ONE Unified Access Gateway

Answer: 
D

Question 3
Question Type: MultipleChoice



Which feature limits the number of changes that can be made to Users and Groups when updating directories in VMware Workspace

ONE Access?

Options: 
A- UEM Security PIN

B- Default Action For Inactive Users

C- Conditional Group Sync

D- Directory Sync Safeguard

Answer: 
D

Question 4
Question Type: MultipleChoice

Which service on the connector server must be able to access the RADIUS server when configuring RADIUS (cloud deployment)

authentication?



Options: 
A- Password Auth

B- Application Auth

C- User Auth

D- Cloud Connector

Answer: 
D

Question 5
Question Type: MultipleChoice

Hub Services is being integrated with VMware Workspace ONE Access to provide additional features.

Which three additional features become available? (Choose three.)

Options: 



A- Templates

B- Customize Branding

C- Digital Badge

D- People Search

E- Hub Virtual Assistant

F- Employee Self-Service Support

Answer: 
B, C, D

Question 6
Question Type: MultipleChoice

What is the primary benefit of utilizing Verify (Intelligent Hub) authentication m VMware Workspace ONE Access?

Options: 
A- It allows administrators to integrate with RSA for multi-factor authentication



B- It provides a second authentication method through Intelligent Hub to access a restricted Hub catalog or restricted applications

C- It is the primary means of performing direct integration between VMware Workspace ONE Access and VMware Workspace ONE UEM

D- It integrates with Duo Security for two-factor authentication

Answer: 
B

Question 7
Question Type: MultipleChoice

An organization wants to prevent users from connecting to VMware Horizon desktop or application pools from a Horizon Pod deployed

on their internal network unless the user selects the Horizon pool from the Unified Catalog of their Workspace ONE Access shared SaaS

tenant.

Which additional setting must the organization administrator configure?

Options: 
A- Enable the Virtual App Service on al Unified Access Gateway systems that allow users to connect to Horizon pools from the Horizon

Pod



B- Configure the Workspace ONE Access tenant as a SAML 2.0 authenticator on all Horizon Connection Servers in the Horizon Pod

C- Enable the VMware Tunnel on all Unified Access Gateway systems that allow users to connect to Horizon pools from the Horizon Pod

D- Set ''Delegation of authentication to VMware Horizon (SAML 2.0 Authenticator)'' to ''Allowed'' on all Horizon Connection Servers in the

Horizon Pod

Answer: 
C

Question 8
Question Type: MultipleChoice

Which three resources can be deployed to users through Workspace ONE Access? (Choose three.)

Options: 
A- Email account

B- Web applications

C- Virtual desktops



D- Virtual applications

E- Native applications

F- Device profiles

Answer: 
B, D, E
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