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Question 1
Question Type: MultipleChoice

An administrator is attempting to configure a new backup policy using synthetic backups. When creating a new full backup schedule, the

Synthetic backup option is greyed out and therefore unable to be selected.

What must the administrator do to the policy to make the Synthetic backup option available for selection?

Options: 
A- create a differential or cumulative incremental backup schedule.

B- select a backup destination that supports synthetic backups.

C- enable Collect true image restore information with move detection.

D- create a full backup schedule with Accelerator forced rescan enabled.

Answer: 
A

Question 2



Question Type: MultipleChoice

An administrator runs the following command on the master server to test connectivity to a client:

bptestbpcd -client clientA

The administrator receives the following message:

Which two reasons may cause the error message? (Choose two.)

Options: 
A- vnetd is stopped on the master server.

B- The master server is unknown to the client.

C- The NetBackup processes on the client are stopped.

D- Nbdiscovery needs to be running on the client.

E- There is an incorrect entry for the client in the master server's hosts file.

Answer: 
C, E



Question 3
Question Type: MultipleChoice

What is the certificate deployment and management behavior when the security level is set to High?

Options: 
A- Certificates are deployed automatically for known hosts and the Certificate Revocation List (CRL) is refreshed every 4 hours.

B- Certificates are deployed automatically for all hosts and the Certificate Revocation List (CRL) is refreshed every hour.

C- Certificates are deployed automatically for known hosts and the Certificate Revocation List (CRL) is refreshed every hour.

D- Certificates are deployed with a token for all hosts and the Certificate Revocation List (CRL) is refreshed every 4 hours.

Answer: 
A

Question 4



Question Type: MultipleChoice

Which step must an administrator complete prior to configuring a new NBU-Catalog policy?

Options: 
A- log in as the Systems Administrator.

B- set an encryption passphrase for disaster recovery packages.

C- create an email alias for recovery purposes.

D- set up a Vault Policy for catalog backup.

Answer: 
B

Question 5
Question Type: MultipleChoice

Which command should an administrator use to generate a list of all files backed up on a client for a specific backup job?



Options: 
A- bpimage

B- bplist

C- bpimagelist

D- bpdbjobs

Answer: 
B

Question 6
Question Type: MultipleChoice

Which configuration file should an administrator modify to seed the local fingerprint caching configuration on a NetBackup MSDP client?

Options: 
A- spa.cfg



B- pd.conf

C- contentrouter.cfg

D- agent.cfg

Answer: 
B

Question 7
Question Type: MultipleChoice

A NetBackup policy is configured to back up the following paths for a client:

Multi-streaming is enabled for the backups, and multiplexing is set to 4. Backup streams are running slowly. Which step should the

administrator consider to improve backup performance?

Options: 



A- increase the multiplexing level.

B- back up only one stream from each physical device on the client.

C- disable multistreaming.

D- increase the number of data buffers.

Answer: 
B

Question 8
Question Type: MultipleChoice

An administrator has a Linux client that has a backup job failing with the following error message:

Which step should the administrator perform to ensure the backup job completes successfully?

Options: 



A- check the firewall settings to ensure NetBackup ports are open.

B- edit the 'Client read timeout' setting in the master server Host Properties.

C- edit the 'Client connect timeout' in the master server Host Properties.

D- add a SERVER entry for the media server in the client's bp.conf file.

Answer: 
B

Question 9
Question Type: MultipleChoice

A Windows policy protects over 100 servers using the directive ALL_LOCAL_DRIVES. The backup window for this policy is a two-hour

window that is unused by any other policy. When the jobs run, each server has no more than ten paths, and the overall performance of

the disk storage unit is degraded.

Which setting should the administrator modify to ensure only ten jobs write concurrently to the disk storage unit during the backup

window?

Options: 



A- set the 'Allow multiple data streams' policy attribute.

B- enable the 'Limit Jobs per policy' attribute.

C- set the 'Maximum jobs per client' host property.

D- enable multiplexing for the storage unit and set the value.

Answer: 
D
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